Date: Thursday, February 08, 2007 7:25 PM
To: ICD-DIRECTORS@list.nih.gov
Subject: VA security issue - NO action necessary at this time

Dear IC Directors,

As many of you have heard, a portable hard drive was stolen from the Birmingham VA Medical center that may have contained personal information about veterans.  As a result, the VA has instituted new data security requirements* for all VA researchers.  We believe that these new policies may have an impact on NIH supported research.  We are currently working with the VA to compile a list of projects and programs where NIH and VA collaborate in order to understand the magnitude of the issue.  We will keep you informed as we gather more information.  Sally Rockey has agreed to be the point of contact for this issue – please contact her at 301-496-1096 if you have questions.

Thank you. 

N

*The VA Memorandum to its research staff from Dr. William Feeley, Deputy Undersecretary for Health for Operations & Management, and Dr. Joel Kupersmith, Chief Research and Development Officer (February 6, 2007) is available at : http://www.research.va.gov/resources/policies/cybersecurity.cfm.  An article on the theft is at:  http://news.com.com/2100-1029_3-6156386.html.

Norka Ruiz Bravo, PhD

NIH Deputy Director for Extramural Research

OD/NIH/DHHS

One Center Drive

Bethesda MD  20892
