Dear NIH Program Officer,
Last month, an external hard drive, which may have contained sensitive personal information on research participants, was stolen from a regional Veterans' Administration Hospital.  As a result the VA has instituted new security measures for its researchers to protect sensitive data and information (see: http://www.research.va.gov/resources/policies/cybersecurity.cfm).  NIH shares the VA’s commitment to protect sensitive data and we have agreed to request that our grantees who collaborate with VA scientists and/or use VA facilities work directly with their local VA counterparts to determine the impact, if any, that the new VA security measures will have on their research.  
Your assistance is needed to identify and contact NIH grantees who collaborate with VA researchers or do research in a VA facility.  Therefore, please forward the attached letter to NIH principal investigators that have such arrangements with VA researchers or facilities.  We are not asking NIH PI’s to report their interactions with the VA, but you may receive or have questions that you cannot answer.  These questions can be forwarded to Dr. Sally Rockey at 301-496-1096 or rockeysa@od.nih.gov.
